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Information We Collect, Store, and/or Access 

When you visit a Partner Property, we collect certain information about you and your 

Device. Note that some of this information (such as IP addresses and other unique 

identifiers) may be considered “personal data” according to applicable data privacy 

law in the EEA. The information we collect may include the following: 

■ Information about Your Browser. This includes information about your 

browser type, browser language, browser settings, and our cookie 

information. 

Appush Privacy Policy

This platform Privacy Policy applies to information that Appush, Inc., its affiliates, and 
subsidiaries (“Appush,” “we,” “us,” or “our”) collects, receives, uses, and shares 
about individuals (“users” or “you”) transmitted from desktop, mobile devices, and/or 
internet-connected television (“Devices”) via our Services (as defined below). If you 
have questions about this Platform Privacy Policy, please email
privacy@appush.com.

This platform Privacy Policy does not govern the collection and use of data on our 
website (www.Appush.com) and sites or mobile applications that are managed by 

our platform members, which will each have their own privacy policies and practices. 

We encourage you to refer to each platform members’ respective privacy policies for 
information about such data collection and use practices.

Appush is an online marketing and advertising technology platform specializing in 
audience insights and media buying (“Platform”). Through our Platform, advertisers 
(“Clients”) can place advertisements on websites, mobile apps, and other digital 
media properties (“Partner Properties”) belonging to publishers with whom we are 
partnered (“Partners”). Our Platform uses data and technology to help Clients 
strategize and market their products and/or services via the Partner Properties that 
fit your interests at the most relevant moments to you (“Services”).

https://www.deepintent.com/


■ Information about Your Device. This includes information about your IP 

address, device type, device operating system, device make and model, 

device identifiers such as your IDFA (identifier for advertisers), MAID (mobile 

advertising identifier) or AAID (android advertising identifier), including 

through mobile applications and across multiple devices that you may use. 

■ Information about Your Interactions with Partner Properties. This 

includes information about the Partner Properties you visited or used, the date 

and time of such visits to Partner Properties, and geolocation (including city, 

state, country, zip code, and in some instances, geographic coordinates). We 

only receive and collect this information from requests sent by our Partners to 

fill a Partner Property with an ad, to track your activity in connection with 

showing you an ad, or to place our unique identifier (“UID”) or other identifiers 

associated with your browser or Device. We then use this information through 

our Platform to help decide whether to serve you an ad, to measure your 

interaction with an ad, and to help Clients serve more relevant ads to you. 

■ Information about Your Interactions with Ads. This includes information 

about the type of ad served to you, where the ad was served, whether you 

clicked on the ad, and whether you downloaded the ad’s app. 

■ Inferences About You. This information includes your interests or 

demographic information (your age or gender). We do not directly collect this 

information from you, but sync this information provided by third-party data 

management platforms to our Platform and UIDs to help our Clients serve 

more relevant advertisements to you. 

■ Information You Share with our Vendors.  This information may include 

offline data about you, such as your name or email, that you allowed our 

Vendors to share with us for advertising purposes.  We may sync this 

information with any other information we collect about you. 

■ Information about Your Internet Service. We collect information about your 

Device’s Internet Service Provider (ISP). 

Information Collected by Third Parties 

Our Clients, Partners, Vendors (as defined below), and each of their third-party 

service providers (collectively, “Third Parties”) may use their own or their affiliates’ 



cookies, web beacons, and/or other internet technology within ads and on the 

Partner Properties. For example, when you click on an ad served on a Partner 

Property, both our Client and Partner may drop their own cookies to collect 

information about you. We do not control the information collection and usage 

practices of these Third Parties. Therefore, we recommend that you review the terms 

and privacy policy on such Third Parties’ websites. 

How We Collect Information 

We use cookies, scripts, web beacons, and/or other similar technology to help us 

understand your digital actions when you visit a Partner Property on your Device. For 

example, when you interact with ads presented on our Partner Properties, cookies 

on such Partner Properties allow us to collect information, like your IP address or 

other device identifiers, from your Device. 

 

We also receive other data (e.g., demographic information) from Third Party data 

management platforms that separately collect and use your information from visits to 

various websites or applications to create “segments” – groups of users that are 

inferred to share similar interests. We may use information about your inclusion in 

specific segments based on Client requests so that they may serve more relevant 

ads to you.  

Why We Use Your Information 

We use the data we collect for these basic purposes: 

■ Core Functionality and Improvement. We use the information we collect to 

run the core functionalities of the Site and to improve the utility and 

accessibility of the Site such as by adding new features or capabilities. 

■ Compiling statistics and conducting research and development for our 

internal business purposes on an aggregate, anonymous level. 

■ Analysing and reporting on ad campaigns and performance (such as 

number of ad views and click rates on ads). 

■ Enabling Clients to control ad targeting through the Platform. For 

example, limiting the number of times you see a particular ad, showing ads 

based on the content you are viewing, geographically targeting ads to users 



located near a local Client, or requesting to target users who fit into certain 

interest-based segments.   

■ Security, Safety, and Dispute Resolution. We use data to protect the 

security and safety of our Platform, to detect and prevent fraud, to protect 

against misuse or unauthorized use of the Platform, to resolve disputes, to 

enforce our agreements, to limit our legal liability and protect our rights or to 

protect the rights, property or safety of other users or the public. 

■ Communications. If you email us with any questions or concerns, we may 

use any personally identifiable information that you provide to us in such email 

to respond to you. 

■ Legal Obligations. We may provide access to your information, including 

personally identifiable information, when legally required to do so, to comply 

with a court order, to cooperate with police investigations or other legal 

proceedings. 

■ Mergers and Acquisitions. If we go through a business transition, such as a 

merger, acquisition by another company, or sale of all or a portion of its 

assets, your information will likely be among the assets transferred. You will 

be notified by a prominent notice on this Platform Privacy Policy of any such 

change in ownership or control of your data. 

■ Disclosed and Other Purposes. We may use information for any purposes 

disclosed to you at the time we collect such information or as otherwise stated 

in this Platform Privacy Policy. 

Legal Bases for Processing Personal Data 

If you are using a Device from the European Economic Area (“EEA”), our legal basis 

for processing your information will vary depending on the information concerned 

and the specific context in which we collect or use it. 

■ Legitimate Interests. Most of the time, we rely on legitimate interests to 

collect information from you except where your data protection interests or 

fundamental rights and freedoms override our legitimate interests. For 

example, it is in our legitimate interests to use your information to provide and 

maintain the core functionalities of this Site, improve our Site, ensure it is 



error-free and process personal data for administrative, fraud detection, and 

other legal purposes. 

■ Consent. There may be times that we may rely on your consent to use 

certain types of information for specific purposes. This consent may be 

obtained in any methods in compliance with applicable laws. 

■ Legal Obligations. In some cases, we may require use of your data to fulfill a 

legal obligation.   

 

Sharing User Information 

We share your information that we collect in the following cases: 

■ Vendors. We may share your information with outside companies and 

consultants to help conduct various aspects of our business so that we can 

maintain and run the Platform (“Vendor(s)”): 

■ Technical and development support for purposes of maintenance and 

improvement of the Platform and Services. 

■ Functionality and performance support for purposes of providing Clients 

with access to ad targeting controls. 

■ External and internal communications support for purposes of providing 

you with responding to your inquiries and discussing any technical, security or 

other issues internally. 

■ Third-party services that provide us with infrastructure for the purpose of 

providing us with software, networking, storage, and other related technology 

required to run our Platform. 

  

    

 

■ Mergers and Acquisitions. We may share your information in connection 

with a business transition, such as a merger, acquisition by another company, 

or sale of all or a portion of its assets, to a third-party buyer. 

If you have any questions about or need further information regarding the legal basis 
on which we process specific information, please contact us here
privacy@appush.com.

■ Appush Affiliates. We share your information with our affiliates, subsidiaries,
 and parent companies to use for the purposes described in this Platform
 Privacy Policy.



■ Legal Obligations. We may share your information with law enforcement, 

regulatory authorities, courts with competent jurisdictions, emergency services 

or other necessary third parties when legally required to do so, to comply with 

a court order, to cooperate with police investigations, or for other legal 

proceedings. 

Your Choices and Controls 

You have various options to opt-out of receiving targeted advertising that our Clients 

may conduct via our Platform. Note that different devices require separate opt-outs 

because each Device type uses different technologies. 

■ EEA User Consent: If you are physically located in the EEA and visiting a 

Partner Property using the IAB Europe Transparency and Consent 

Framework (“Consent Framework”), the Partner Property will provide you with 

an option to choose which third parties you wish to allow access to your 

device and information. 

  

   

  

   

advertising networks that are also members of applicable self-regulatory 

organizations. 

■ Digital Advertising Alliance EU (EDAA) – youronlinechoices.com  

    

 

 

https://youradchoices.com/appchoices 

 

   

 

 

■ Desktop-Based Opt-Out Mechanism: If you wish to opt-out of interest-
 based advertising provided by Appush through the Partner Properties (when
 our Clients show you more relevant ads based on your inferred interests).
■ You may also opt-out of targeted advertising from Appush and/or other

■ Mobile App-Based Opt-Out Mechanism: You may opt-out of targeted

 advertising provided by Appush by downloading and using the “AppChoices”

 mobile application, which you can download to your mobile device from your

 mobile phone’s app store. For more information please visit:

Please note that electing to opt-out will not stop advertising from appearing on your 
device. The ads you see will simply be less relevant to your interests. When you opt 
out, we record the opt-out on our servers and on cookies in the browser of your
Device, and Appush will no longer serve you targeted ads on that browser on such

http://youradchoices.ca/choices
http://youradchoices.ca/choices
http://www.youronlinechoices.com/


Device. If you configure your browser to reject certain cookies, the opt-out may not 

function properly. If you change browsers or Devices, or delete cookies, you may 

need to opt-out again to stop receiving targeted ads. 

Retention of Information 

We only keep your personal data as long as it is necessary for the purposes set forth 

in this Platform Privacy Policy (such as for legitimate business purposes and as 

permitted by applicable law). The cookies we set on our browser or Connected 

Device expire within two (2) years after collection. We retain all other information, 

such as your IP address and other information described above, for up to 366 days 

before we anonymize and/or aggregate except where we need to keep any 

information to comply with our legal obligations, resolve disputes or enforce 

agreements. When we no longer need any collected information, it is deleted, 

anonymized, and/or aggregated. 

Where We Store and Process Your Information 

If you are a user based in the EEA, you should be aware that the information we 

collect and receive or permit Third Parties (such as Vendors) to process may be 

transferred to, stored and/or processed outside of your country of residence and in 

any country or territory where one or more of our affiliates, subsidiaries, parent 

companies, or Vendors (“Related Companies”) are located, including in the United 

States. Such information will also be processed by personnel operating outside the 

EEA who work for us or for one of our Related Companies. 

 

We rely on multiple legal bases to lawfully transfer personal data around the world. 

These include your consent and model contractual clauses created by the European 

Commission which require certain privacy and security protections. A sample copy of 

such agreements is available on request. 

Security 

We have implemented industry-standard technical and organizational security 

measures to protect your information from unauthorized access and improper use. 

From time to time, we review our security procedures to consider appropriate new 



technology and methods. Please be aware though, that, despite our reasonable 

efforts, no security measures are impenetrable, though we take all reasonable 

precautions to protect against security incidents. 

Your Personal Data Rights in the EEA 

If you are in the EEA, you have certain rights the collection, processing, and use of 

information classified as “personal data” according to applicable data privacy laws in 

the EEA. If you would like further information in relation to these rights or would like 

to exercise them, please contact us using the contact details below at any time. You 

have the right to request that we: 

■ Provide Access to any personal data we hold about you. 

■ Correct any personal data about you which is out of date or incorrect. 

 

   

  

  

  

  

 

■ Consider Valid Objections or Restrictions of the way we use of your personal 

data, including for direct-marketing purposes, as applicable. 

■ Transmit your personal data to a third-party provider of service but only to the 

extent applicable. 

■ Withdraw Your Consent in cases where we rely on your consent to process 

your personal data (please see the section on Your Choices and Controls 

above). You do not need a valid reason for withdrawal in such cases, and you 

may withdraw your consent at any time. 

We will consider all such requests and provide our response within a commercially 

reasonable period (and in any event within any time-period required by applicable 

law). 

 

■ Erase any personal data which we are holding about you in certain
 circumstances except where we have a right to retain such data to comply
 with legal obligations by European or Member State law or we have an
 overriding interest to retain such data; You may also opt-out of target
 advertising from Appush and other advertising networks that are also
 members of applicable self-regulatory organizations by visiting their opt-out
 links below:



Keep in mind that certain personal data may be exempt from such requests in 

certain circumstances. If an exception applies, we will inform you of this when 

responding to your request. Additionally, we may request that you provide us with 

information necessary to confirm your identity before responding to any request you 

make. 

Your Data Rights as a California Resident 

■ Delete your personal information; 

■ Provide access to categories of personal information which we have collected 

about you; 

■ Provide access to specific pieces of personal information which we have 

collected about you; and 

■ Opt-out of the sale of your personal information. 

You also have the right to be free from discrimination as a result of exercising these 

rights. 

 

  

 

 

If you are a California resident, you may designate an authorized agent to make a 

request to access or a request to delete on your behalf. We will respond to your 

authorized agent’s request if they submit proof that they are registered with the 

California Secretary of State to be able to act on your behalf, or submit evidence you 

have provided them with power of attorney pursuant to California Probate Code 

section 4000 to 4465. We may deny requests from authorized agents who do not 

submit proof that they have been authorized by you to act on their behalf, or are 

unable to verify their identity within two (2) business days of submitting a request. 

 

California “Shine the Light” Rights. In addition, California Civil Code Section 1798 

entitles California Users to request information concerning whether a business has 

If you wish to submit such a request, please contact us here privacy@appush.com. 
We will need to verify your identity before responding to your requests.



disclosed personal information to any third parties for the third parties’ direct 

  

  

  

  

Data Protection Officer 

  

  

  

  

Children’s Privacy 

 

  

Changes to this Policy 

If we change our privacy practices, we will post those changes to this Platform 

Privacy Policy or other places we deem appropriate so that you are aware of what 

information we collect, how we use it, and under what circumstances, if any, we 

disclose it. 

 

We reserve the right to change this Platform Privacy Policy at any time, so please 

review it frequently. If we make material changes to this Platform Privacy Policy, we 

will notify you here prior to the change becoming effective. You can tell when this 

Platform Privacy Policy has been last updated by checking the date at the bottom. 

How to Contact Us 

If you have questions or complaints regarding our privacy policy or practices, you 

may contact us using the following details: 

  

 

marketing purposes. We will not sell or share your personal information with non- 
affiliated companies for their direct marketing purposes without your consent. 
California Users who wish to request further information about our compliance with 
this law or have questions or concerns about our privacy practices and policies may 
contact us by email at privacy@appush.com.

Users who are in the EEA have access to a designated Data Protection Officer 
(“DPO”) who is responsible for ensuring that your privacy rights are respected and to 
review and oversee how we collect and use your personal data. The DPO can be 
reached by contacting dpo@appush.com.

Appush does not direct ads via the Platform to children under the age of 16 years old 
or knowingly collect information from children under the age of 16 years old.

For EEA Users: privacy@appush.com



For Users Outside of the EEA: 

 

 

    

 

 

 

   

 

Appush, Inc.

     

                
     

Ahad Haam 48, Tel Aviv-Yafo, 6688106

Israel

contact@appush.com

EEA Users also have the right to raise a complaint to our supervisory body for data 
protection matters or another supervisory authority.


